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Release Notes 

1. HA Active-Active: Configuration - HA - HA Configuration. 

2. Read-only admin access with multiple roles such as with Restart Service, Reports, Diagnosis, 

Shutdown and Change Password rights: Management - Administration - Manage Admins. 

3. IPS/APP Signatures auto-update: Management - Updates - Signatures. 

4. Policy based download email alert: Global alert settings found at Browsing - Setup - 

Browsing Options - "Large file download alert limit" and Policy based alert settings found 

at Browsing - Policy - URL Filter Policy. 

5. New firmware update alert on dashboard. 

6. Bundled license (single license file) support. 

7. Blocking of allocating DHCP IP based on device MAC address: Configuration - DHCP Server - 

DHCP Black Lists. 

8. DLP logs report for new gmail web-chat hangout. 

9. Option to download 32 and 64 bit Enterprise cloud clients from front-end: Enterprise Cloud - 

Configure Users. 

10. View current status of cloud users: Enterprise Cloud - Configure Users. 

11. Separate log section (VPN Logs) under Diagnosis to show date-wise VPN, cloud-client logs: 

Diagnosis - VPN Logs - VPN Logs & Enterprise Cloud Logs. 

12. Loop-back NAT option in firewall rule. 

13. Keyword based URL filtering. 

Bug fixes and Enhancements: 

1. Improved firewall policy installation process when userSense used in firewall rules. 

2. Improved performance of browsing engine. 

3. Support for VPN in Active-Active HA. 

4. Option to edit/delete Active Directory Synchronized users. 

5. Pdf report logo issue is now resolved. 

6. Expired bandwidth quota issue is now resolved. 

7. QoS queue failover/load-bal issue is now resolved. 

8. System log messages will now be retained for 30 days. 

9. Main tab Management - Firmware tab renamed to Updates. 



 

 

www.gajshield.com              support@gajshield.com 

 

10. Network objects delete issue even is used in rules is now resolved. 

11. FQDN hosts were deleted automatically when domain failed to resolve. 

12. Admin logs issue while deleting FQDN hosts. 

13. Enhancement: Web Google drive file uploads in DLP. 

14. There is no restriction to Local user's password length. 

15. Appfilter engine signature updated to block latest version of ultrasurf and other apps. 

 


