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Release Notes 

1. DLP policy and templates. 

2. FQDN hosts under firewall rule. 

3. DOS Settings and Reports. 

4. User-based, and/or Group-based multiple log-in sessions. 

5. System Backup Scheduling over FTP and/or Email. 

6. URL Category diagnosis option. 

7. Support for Application filter license. 

8. BYOD Policy & Reports. 

9. Mime block reports under Top Reports. 

10. Authentication schedule for users, and groups. 

11. Bypass Stateful Inspection option under firewall rules. 

12. Shell-Shock vulnerability Fix. 

13. Productivity Report under Top Reports. 

14. Heart Beat Configuration (Log-out user if User-Session page closed). 

15. Redirect after user-sense log-in as an option. 

16. Usersense login portal page can be accessed using http or https. 

17. OS details for user-sense users. 

18. CSV upload, multiple-select-delete, search, and sort options for Users, and Hosts 

19. Removed transparent, No authentication mode from Browsing Setup. 

20. Delete users of group on deleting group. 

21. Application Filter Service start/stop/restart option. 

22. Option to disconnect sessions of user while forcefully log out user. 

23. Sample csv file download option for Users, Hosts, Mac Binding and Static Mapping. 

24. Notification to admin about reboot after Default Settings. 

25. Source port default value (1024:65535) for adding new services having protocol TCP, and UDP. 

26. Hide inactive rules option under firewall rules is now saved, so that on next visit, it has last changed state. 

27. fwdate command in superuser console to view/change date-time. 

28. Change password (now optional) when editing a user. 

29. Vlan interface support under dhcp. 

30. Registered email id field in System Information (dashboard). 

31. WAN failover for VoIP traffic 

32. Application filter for Ultrasurf v1403. 

33. livebwusage command in superuser console to view current bandwidth usage. 

34. Top Reports (Browsing logs) made faster. 

35. More options for ping under Debug Network tab. 

36. Allow NoNAT for rule having to-direction Any. 
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