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Bug Fixes:

Enhancement:
1. Present a usage message if the user has been employed in SSL VPN or Enterprise Cloud 

before initiating the deletion process. Specifically, if the user has been utilised in the 
Enterprise Cloud, a message stating "User already used in Enterprise Cloud" will be 
displayed, ensuring clarity and transparency in the user management workflow.

2. Enhance the messages on the reset password page
3. Display informative usage messages when configuring router advertisement and 

NAT64 on a specific interface within this tab. If an attempt is made to reset an interface 
that is actively used in router advertisement or NAT64 configuration, a message 
indicating that the interface is currently in use will be presented. This ensures that users 
are promptly informed about the dependency, avoiding unintended disruptions during 
the interface reset process.

1. Addressed the DHCP interface issue wherein it previously did not accept an IP address 
without a specified gateway. The resolution ensures that DHCP interfaces now 
accommodate IP addresses even when no gateway is explicitly provided.

2. Prohibit the utilisation of loopback IP addresses in hosts, aliases, host ranges, and 
interfaces to enhance network security and prevent potential configuration errors.

3. The identified issue pertained to interfaces allowing the specification of network and 
broadcast IP addresses, which could potentially lead to configuration problems or 
network irregularities. To rectify this, a validation mechanism was introduced to 
explicitly disallow the use of network and broadcast IP addresses in the configuration of 
interfaces.

4. Resolved the issue where SSL VPN/Enterprise notifications did not clear after starting/
stopping cloud services.

5. Optimised the messaging system for OTP authentication.
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